ENTITY INTELLIGENCE

BLOOMBERG MiFID II SOLUTIONS

Entity Exchange is a flexible, secure & efficient solution to repapering clients for MiFID II
MiFID II will require substantial client outreach to stay compliant. Do you have a plan to address this? Bloomberg is uniquely positioned to help clients navigate the regulatory maze and transition smoothly into the MiFID II environment.

MiFID II's Entity Reference Data Compliance Challenges

DATA INTEGRITY
- KYC/AML for Client Onboarding
- Regulatory Repapering
- Client Entity Data Verification
- LEI Issuance
- Client Classification

QUOTING & EXECUTION
- Research Management
- Order Routing to MTFs or Other Venues
- Pre-Trade Compliance Checks
- Best Execution

POST-TRADE
- ARM, APA & MiFID II Enriched Trade Feed
- Regulatory Monitoring Tools
- Record Keeping & Trade Reconstruction

THE FUTURE OF CLIENT REFERENCE DATA
Starting from the source, we obtain and digitize client data to help you fulfill your regulatory requirements.

ENTITY EXCHANGE
- Facilitates both client onboarding and repapering associated with MiFID II changes in policy
- Delivers and maintains reference data direct from the source
- Flexible, secure and transparent communication with your clients
- Web-based encrypted transfer of sensitive and personal information
- Compliance with data privacy and storage regulations
- Audit trail to demonstrate regulatory compliance

ENTITY VERIFICATION
- Covers reference data attributes across 4 million entities
- Validates your client reference data to external sources

CLIENT CLASSIFICATION
Collects, digitizes and stores questionnaires and affirmations on suitability and appropriateness to classify client relationships

LEI ISSUANCE
Bloomberg has applied to be an accredited Local Operating Unit (LOU) of the Global LEI System. Upon accreditation, Entity Exchange will help facilitate the issuance, reconciliation and renewal of LEI information back to GLEIF
BLOOMBERG ENTITY EXCHANGE PROVIDES A STRATEGIC SOLUTION FOR FIRMS TO IMPLEMENT MiFID II SOLUTIONS

Bloomberg Entity Exchange delivers a fast, efficient and flexible service that can help firms meet MiFID II’s regulatory challenges with a strategic workflow. Key elements of the regulation that we encourage firms to be prepared for:

GENERAL PRINCIPLES & INFORMATION TO CLIENTS
MiFID II requires firms to plan for client engagement. Firms need to demonstrate to their National Competent Authority that the financial instruments sold are fit for their client’s risk appetite and market knowledge. Firms are now duty-bound to disclose key information surrounding their financial products and all associated costs. Most important, this communication must be supported by a clean audit trail, demonstrating compliance with the intent of the regulation.

Article 24(4) “Appropriate information shall be provided in good time to clients or potential clients with regard to the investment firm and its services, the financial instruments and proposed investment strategies, execution venues and all costs and related charges.”

Article 24(4b) “the information on financial instruments and proposed investment strategies must include appropriate guidance on and warnings of the risks associated with investments in those instruments or in respect of particular investment strategies and whether the financial instrument is intended for retail or professional clients, taking account of the identified target market.”

RESEARCH MANAGEMENT
MiFID II introduces significant changes to the way firms communicate inducements and conflicts of interest and how they handle the pricing and distribution of their research.

Article 23(2) “the investment firm shall clearly disclose to the client the general nature and/or sources of conflicts of interest and the steps taken to mitigate those risks before undertaking business on its behalf.”

MiFID II distinguishes between the rules that apply to the provision of independent investment advice and portfolio management [Articles 24(7b) and 24(8)] and more general investment services [Article 24(9)]. In both cases, an investment firm cannot accept and retain fees, commissions or non-monetary benefits paid or provided by any third party in relation to the services it provides clients.

An investment firm may need to set up a research payment account (RPA) funded by specific research charges, which are billed to the firm’s clients. Market participants are exploring the modification of Commission Sharing Arrangements (CSA) as a mechanism to implement research payment accounts. However, CSAs do not currently meet MiFID II requirements as they allow research charges to be linked to transaction volumes. All this change will require new documentation to be shared between firms and a clean audit trail that shows the information exchanged. This can be achieved using Entity Exchange.

Separately, Bloomberg’s Commission Management System (BCMS) offers the ability to manage your research budgets, commission and trading activity — providing the ability to manage payment activity, approvals and invoicing.

Bloomberg’s Research Management Solutions provides the ability to capture and log all decisions made, meetings held and interactions that take place throughout the investment process. In addition, we also provide the ability to capture all research engagement statistics from research reports that are consumed on Bloomberg and track those that are marked as valuable. These can be linked and aggregated based on your portfolio.
ASSESSMENT OF SUITABILITY & APPROPRIATENESS & REPORTING TO CLIENTS

MiFID II requires firms to understand the nature of their client’s business and to classify each client in order to ensure suitable marketing and sale of financial products. The directive clearly states that communication and consent should be part of this classification process, with the expectation that this data be maintained. One-time communication with a client in order to obtain such classification could result in the reference data becoming stale. Firms need to plan for either periodic client assessment or move their process to a real-time data model such as Entity Exchange.

Article 25(3) “Member States shall ensure that investment firms ask the client or potential client to provide information regarding that person's knowledge and experience in the investment field relevant to the specific type of product or service offered or demanded so as to enable the investment firm to assess whether the investment service or product envisaged is appropriate for the client.”

Article 25(5) “The investment firm shall establish a record that includes the document or documents agreed between the investment firm and the client that set out the rights and obligations of the parties, and the other terms on which the investment firm will provide services to the client. The rights and duties of the parties to the contract may be incorporated by reference to other documents or legal texts.”

Annex II.2. Procedure “Firms must implement appropriate written internal policies and procedures to categorise clients. Professional clients are responsible for keeping the investment firm informed about any change, which could affect their current categorisation. Should the investment firm become aware however that the client no longer fulfills the initial conditions, which made him eligible for a professional treatment, the investment firm shall take appropriate action”

ONBOARDING

MiFID II defines a number of trading venue types — Regulated Markets (RM), Multilateral Trading Facilities (MTF) and Organized Trading Facilities (OTF). The creation of MTF and OTF facilities will require venues to repaper their clients, clearly laying out the terms and conditions of execution on the new platform in accordance with MiFID II guidelines.

SECURITY & REFERENCE DATA

Under MiFID II, a number of sensitive personal reference data points are now required for transaction reporting. Entity Exchange facilitates the storage and transfer of personal data between firms in an encrypted, secure and auditable manner. Using Optical Character Recognition (OCR) software, data is captured from forms and documentation to create primary-sourced reference data attributes. This data is then permissioned between counterparties. Entity Exchange will also notify when documents approach their expiry.

Personal information about our users collected by Bloomberg through Entity Exchange is kept on secure servers. Bloomberg uses reasonable administrative, technical, personnel and physical measures to protect this personal information on such servers.

Bloomberg L.P. and its affiliates (“Bloomberg”) are committed to compliance with their privacy obligations in the United States and throughout the world. This Intra-Group Personal Data Protection Statement (“Statement”) sets out the privacy principles Bloomberg follows with respect to personal information that it transfers from the European Union, European Economic Area, and Switzerland (collectively, “EU”) to the United States (“U.S.”).

The relevant Bloomberg group companies have entered into an Intra-Group Personal Data Protection Agreement (“IGA”) in order to ensure that responsibility for personal information transferred from the EU to the U.S. is clearly identified. The parties to the IGA are considered as data controllers, or data controller and data processor under applicable law.
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ENTITY EXCHANGE ENSURES REFERENCE DATA IS MAINTAINED & INDEPENDENTLY VERIFIED

Entity Exchange provides a centralized, secure repository to enable trading counterparties to manage and share data and documents with confidence, satisfying all of the above-mentioned MiFID II requirements. Our purpose-built solution is flexible, innovative and designed to enable clients to comply with evolving regulations efficiently.

CLIENT OUTREACH & DOCUMENT EXCHANGE
Projects, driven by internal policy changes, audit results, sound practice demands or regulatory changes, are often unanticipated, destroying budgets and driving unsustainable costs. Firms can leverage our Entity Exchange platform to conduct outreach to clients, with the support of Bloomberg’s Entity Exchange team, to alleviate some strains of client data collection.

Incorporating Entity Exchange into the workflow can reduce costs associated with reliance on external resources.

Projects can be completed more swiftly, and the technology alleviates client fatigue from similar requests coming from multiple institutions. The connections firms create with clients over Entity Exchange will continue to pay dividends as future outreach becomes even easier and key reference data attributes are delivered from a golden source on an ongoing basis.

Entity Exchange delivers a full audit trail, issue management capabilities and dashboards to enable project management across your entire client outreach process.

ENTITY DATA VERIFICATION & ENRICHMENT
Bloomberg is an industry leader in timely and accurate legal entity data. We have extensive coverage, with highly granular entity data, for four million public and private companies, funds, government agencies and municipalities. Extensive research is undertaken to maintain an accurate, near-real-time picture of how corporate structures change, and we monitor the impact of new regulations on entity data requirements. In addition, we can research entities on-demand.

Bloomberg’s Entity Verification service, can review your universe of entities, verify basic entity information and fill out incomplete entity profiles. We can highlight changes in information or status and help increase the quality of information to allow you to synchronize with internal client databases and/or send for Entity Screening.
Screening is a core pillar of all Know Your Customer (KYC) programs across the industry, but current screening services are neither efficient nor comprehensive. Banks are devoting significant funds to technology, services and resources, yet remain exposed to regulatory fines as customers are not always forthcoming about their ultimate beneficial owners or ownership structure. Failing to identify beneficial owners exposes a financial institution to significant economic repercussions as well as reputational risk. Bloomberg’s Entity Screening solution directly addresses this risk, screening submitted records, linked corporate entities and associated C-level executives for a more comprehensive review.

Screening in the context of Financial Services involves gathering background information from multiple sources on a specific legal entity. In most cases, this includes checking the name of the entity against:
- Regulator and law enforcement watch lists for criminals and suspected money launderers
- Sanction lists maintained across multiple jurisdictions
- PEP (Politically Exposed Person) lists containing those individuals who are themselves significantly involved in the political system or have a significant connection to individuals involved in the political system
- Negative news or adverse media from multiple sources

Financial institutions are responsible for performing screenings at the beginning of a new relationship, as well as on a periodic basis, to understand any changes in circumstances that have occurred. The cost of failure can be significant. Fines for breaches of regulatory requirements have reached the hundreds of millions — in addition to the reputational damage that can be suffered by the bank.
Bloomberg Entity Exchange product development and account managers will be working with clients to incrementally deliver the needed MiFID II reference data and functionality to meet the MiFID II go-live deadline of 3 January 2018.

Currently Available

- Tailored messages to recipients
- Transparency into entity ownership structures
- Policy-agnostic framework — any document/custom form can be requested
- Push notifications from the content provider — to keep documents updated after the outreach exercise
- Electronic signature capabilities
- Secure, encrypted transfer and storage of highly sensitive information
- Transparency into the progress of request fulfillment
- Download of request-related documents and items
- Issue management capabilities
- Detailed audit trail

1Q17

- Bulk request functionality
- Dashboard monitoring
- Entity verification
- Entity screening

2Q17

- LEI issuance through Bloomberg LOU

Bloomberg for Enterprise

To succeed today, financial institutions must respond to challenges that are not addressed by traditional approaches. They require world-class solutions that integrate people, processes, information and technology for the front office, middle office and operations. Bloomberg partners with these institutions to protect and capitalize on data, manage risk, deliver transparency and control costs. Through enterprise-level expertise and three decades of deep industry experience, Bloomberg creates real value through the use of innovative technology that turns data into a strategic asset.

Currently Available

- Tailored messages to recipients
- Transparency into entity ownership structures
- Policy-agnostic framework — any document/custom form can be requested
- Push notifications from the content provider — to keep documents updated after the outreach exercise
- Electronic signature capabilities
- Secure, encrypted transfer and storage of highly sensitive information
- Transparency into the progress of request fulfillment
- Download of request-related documents and items
- Issue management capabilities
- Detailed audit trail

1Q17

- Bulk request functionality
- Dashboard monitoring
- Entity verification
- Entity screening

2Q17

- LEI issuance through Bloomberg LOU

Bloomberg for Enterprise is ready to help your firm acquire highly accurate legal entity data suitable for use in a wide variety of risk and compliance workflows. Contact one of our data professionals at eprise@bloomberg.net or visit bloomberg.com/enterprise now.

bloomberg.com/enterprise
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